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Abstract— In this paper, the physical layer secrecy outage 

performance of Multiple Input Multiple Output (MIMO) 

secondary  nodes is studied. The proposed model is assumed to 

operate in underlay Cognitive Radio Network (CRN) that  

contains a primary node with a single antenna. Active 

eavesdropper is also assumed to present in our model. 

Furthermore, Transmit Antenna Selection (TAS) scheme is 

applied at the secondary transmitter that has a suitable battery to 

charge the collected Radio Frequency (RF) energy broadcasted 

from the primary transmitter to improve both energy and spectral 

efficiencies. We achieved the secrecy outage performance of the 

secondary system and derived exact closed-form expression for the 

secrecy outage performance. The numerical results show that 

when the number of the antenna at source and/or destination 

increases, the secrecy outage performance of the system can be 

improved. 

 
Index Terms— Cognitive Radio Networks (CRNs), Energy 

Harvesting (EH), Optimal Antenna Selection (OAS), Maximal 

Ratio Combining  (MRC), Secrecy Outage Probability (SOP), 

Nakagami-m fading. 

I. INTRODUCTION 

The power source in wireless communications often has a 

significant impact on network lifetime [1]. Usually, the wireless 

nodes depends on a batteries as power supplies while have 

limited capacity and need physical charge or frequent change. 

These days, energy-saving in wireless nodes can be attained 

through a technology that uses RF to harvest energy. 

This main target here is to provide both spectrum and energy 

efficiency using RF to harvest energy in CRN for wireless 

networking [2], [3]. In general, networks that deploy this kind 

of technology have two groups of users the Primary Users 

(PUs) with licensed spectrum and the Secondary Users (SUs) 

that are allowed to access the licensed spectrum for the PUs 

based on dynamic spectrum access approaches. Here, the 

security issue in an underlay mode becomes more complex.  

Many researchers investigated the physical layer security 

technique in order to enhance the performance of wireless 

channels against eavesdropper users by developing the physical 

characteristics of wireless communication channels. i.e., In [4], 

the authors derived exact and asymptotic closed-form 

expression for SOP with MIMO underlay spectrum and passive 

eavesdropper. 

In RF energy, the SUs are allowed to harvest energy from the 

RF signals that are close to the RF sources (i.e., PUs, cellular 

base stations, and other surrounding RF sources). Then the 

harvested energy is converted into electricity to operate the 

wireless equipment [5], [6]. 

Thus, the CRNs with EH technology becomes a focus in recent 

years. The authors in [3] first suggested the idea of using RF 

signals from the primary transmitter to power the secondary 

devices.  

The outage and capacity performance for Multiple Input 

Single Output (MISO) Simultaneous Wireless Information and 

Power Transfer (SWIPT) system under two schemes Time 

Splitting (TS) and Power Splitting (PS) over Nakagami-m 

fading channels was derived in [7]. Also, in [8] the authors 

investigated the SOP of an energy harvesting aided underlay 

Single Input Multiple Output (SIMO) cognitive radio network 

under the multiple eavesdroppers over Nakagami-m fading 

channels. 

The TAS schemes are considered to be low-cost and low-

complex alternative to achieve many of the benefits of MIMO 

systems. The authors in [9] derived the closed-form expressions 

of exact and asymptotic SOP over Nakagami-m channels with 

Generalized Selection Combining (GSC) for various schemes 

of antenna selection and compare it with the space-time 

transmission (STT) scheme under MIMO cognitive wiretap 

system. 

To the best of the author’s knowledge, no open literature 

addresses the secrecy performance for underlay cognitive 

MIMO systems with EH and TAS schemes over Nakagami-m 

fading channels. Based on [10-11], the secondary transmitter in 

the proposed work will be operated using a power by collected 

from RF signals. In particular, these RF signals are harvested 

from the primary transmitter to achieve more energy and 

spectral efficiencies. We investigate the secrecy outage 

performance of the secondary system and closed-form 

expression for SOP is derived for multiple antenna at the 

destination and the eavesdropper with an active eavesdropper. 

The rest of this paper is organized as follows. In section II, 

we will describe the system model of our work. In section III, 

an SOP analysis is performed. Section IV presents and 

discusses the numerical results. Finally, we conclude the paper 
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in section V.  

II. SYSTEM MODEL 

 

 
Figure 1: A system model. 

The proposed model is shown in Figure 2.1. Here, we study 

the underlay MIMO cognitive network where the secondary 

network is allowed to utilize the same spectrum licensed to the 

primary network. Furthermore, the transmit power of the 

Source (S) is strictly constrained by both of the maximum 

transmitted power and the interference power at the primary 

receiver. In this model an active Eavesdropper (E) exists near 

the Destination (D) is trying to overhear the transmitting signal 

(i.e., transmitted in the main channel) via wiretap channels. 

The primary nodes contain a primary transmitter (PT) and a 

primary receiver (PR). Here, the two primary nodes contain one 

antenna, while all the nodes in the secondary network are 

equipped with 𝑁𝑆 ≥ 1, 𝑁𝐷 ≥ 1 and 𝑁𝐸 ≥ 1 antennas. However, 

S is supplied with a battery to collect the RF energy broadcasted 

from PT.  

We assumed that all channels experience independent and 

identically distributed (i.i.d.) quasi-static Nakagami-m fading 

channel with fading parameters 𝑚𝑆, 𝑚𝑅, 𝑚𝐷 and 𝑚𝐸, and the 

average channel power gains ΩS, ΩR, ΩD and 𝛺𝐸. Also, the 

thermal noise is added at each receiver is modeled by Additive 

White Gaussian Noise (AWGN) with variance 𝜎2. 

Additionally, we adopted the MRC scheme at D and E. Finally, 

the exchange of data and energy from S to D requires two-time 

phases, the first portion of time 𝛽 (0 ≤ 𝛽 ≤ 1) is dedicated for 

EH and the second portion of time 1 − 𝛽 is dedicated for 

Information Transmissions (IT) [12]. In particular, in the first 

phase (i.e., EH), S collects the energy from the RF signal 

emitted from PT by using all antennas at S and utilizing it as the 

power to transmit data that is stored in an infinite capacity 

buffer. The harvested energy at S is given by: 

𝐸𝑆 = 𝜂𝛽𝑃𝑡𝑌𝑆 (1) 

where 0 ≤ 𝜂 ≤ 1 signifies the EH efficiency [13], 𝑃𝑡  is the 

transmit power of PT, 𝑌𝑆 = ∑ |ℎ𝑃𝑇_𝑆𝑖|
2𝑁𝑆

𝑖=1 , and ℎ𝑃𝑇_𝑆𝑖is the 

channel gain coefficient between 𝑃T  and the 𝑖-th antenna at 

S. 

The probability density function (PDF) and Cumulative 

Distribution Function (CDF) of the channel gain 𝑌𝑆 can be 

written as [14]: 

𝑓𝑌𝑆(𝑦) = 𝜌𝑆𝑦
𝑇𝑆−1𝑒−𝜆𝑆𝑦 (2) 

𝐹𝑌𝑆(𝑦) = 1 −
𝛤(𝑇𝑆, 𝜆𝑆𝑦)

𝛤(𝑇𝑆)
 (3) 

where 𝜆𝑆 =
𝑚𝑆

Ω𝑆
, 𝑇𝑆 = 𝑚𝑆𝑁𝑆, and 𝜌𝑆 =

1

𝛤(𝑇𝑆)
(𝜆𝑆)

𝑇𝑆 , 𝛤(. ) is the 

Gamma function as defined by (8.310.1) in [15] and 𝛤(. , . ) is 

the upper incomplete Gamma function as defined by (8.350.2) 

of [15]. 

Based on (1), the maximal transmit power at 𝑆 can be 

calculated as: 

𝑃𝑚𝑎𝑥 =
𝐸𝑆
1 − 𝛽

=
𝜂𝛽𝑃𝑡𝑌𝑆
1 − 𝛽

 (4) 

In the second time phase, S will send the confidential 

information to D by only selecting the optimal antenna for 

transmitting this information. This allows utilizing the underlay 

mode using the same spectrum if the interference due to PR is 

lower than a certain threshold and the transmitting power does 

not exceed 𝑃𝑚𝑎𝑥. Due to these restriction power, the transmit 

power at S can be expressed as [16]: 

𝑃𝑆 = 𝑚𝑖𝑛 (𝑃𝑚𝑎𝑥 ,
𝑃𝐼
𝑌𝑅
) (5) 

where 𝑃𝐼  is the maximum tolerated interference power at PR, 

𝑌𝑅 = |ℎ𝑆𝑏𝑅|
2
, b denotes the optimal selected antenna at S, and 

ℎ𝑆𝑏𝑅 is the instantaneous channel fading coefficient between 

𝑏th antenna at 𝑆 and PR.  

The PDF and the CDF of the channel gain 𝑌𝑅 can be written 

as: 

𝑓𝑌𝑅(𝑦) =
𝜆𝑅

𝑚𝑅

𝛤(𝑚𝑅)
𝑦𝑚𝑅−1𝑒−𝜆𝑅𝑦 (6) 

𝐹𝑌𝑅(𝑦) = 1 −
𝛤(𝑚𝑅 , 𝜆𝑅𝑦)

𝛤(𝑚𝑅)
 (7) 

where 𝜆𝑅 =
𝑚𝑅

Ω𝑅
 

The channel capacity at 𝐷 is expressed as follow: 

𝐶𝑆𝑖𝐷 = ln (1 +
𝑃𝑆
𝜎2
𝑌𝑆𝑖𝐷) , nat/sec/Hz (8) 

where 𝑌𝑆𝑖𝐷 = ∑ |ℎ𝑆𝑖𝐷𝑗|
2

,
𝑁𝐷
𝑗=1  ℎ𝑆𝑖𝐷𝑗 is the instantaneous channel 

fading coefficient between the 𝑖-th antenna at S and the 𝑗-th 

antenna at D.  

The CDF of the channel gain 𝑌𝑆𝑖𝐷 can be written as [14]: 

𝐹𝑌𝑆𝑖𝐷
(𝑦) = 1 −

𝛤(𝑇𝐷 , 𝜆𝐷𝑦)

𝛤(𝑇𝐷)
 (9) 

where 𝜆𝐷 =
𝑚𝐷

Ω𝐷
 and 𝑇𝐷 = 𝑚𝐷𝑁𝐷. 

Similarly, the channel capacity E can be written as: 

𝐶𝑆𝑖𝐸 = ln (1 +
𝑃𝑆
𝜎2
𝑌𝑆𝑖𝐸) nat/sec/Hz  (10) 

where 𝑌𝑆𝑖𝐸 = ∑ |ℎ𝑆𝑖𝐸𝑗|
2

,
𝑁𝐸
𝑗=1  ℎ𝑆𝑖𝐸𝑗  is the instantaneous channel 

fading coefficients between the 𝑖-th antenna at S and the 𝑗-th 

antenna at E. 

The PDF of the channel gain 𝑌𝑆𝑖𝐸 can be written as [14]: 

𝑓𝑌𝑆𝑖𝐸
(𝑦) = 𝜌𝐸𝑦

𝑇𝐸−1𝑒−𝜆𝐸𝑦 (11) 

where 𝜆𝐸 =
𝑚𝐸

Ω𝐸
, 𝑇𝐸 = 𝑚𝐸𝑁𝐸 and 𝜌𝐸 =

1

𝛤(𝑇𝐸)
(𝜆𝐸)

𝑇𝐸. 

If CSI of the main channel and the eavesdropper channel is 

available at S this scheme is called the OAS. Here, the antenna 

at S is chosen to maximize the usable secrecy rate in the 

secondary system. Also, the selected antenna is used to transmit 

signals to D [16],[17].  
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In general, the metrics of the chosen antenna in the OAS scheme 

is given as: 

𝑏 = 𝑎𝑟𝑔 max
1≤𝑖≤𝑁𝑆

𝐶𝑖 (12) 

where 𝐶𝑖 is the achievable secrecy rate via the 𝑖-th antenna at S. 

Hence, the instantaneous secrecy capacity (i.e., the difference 

between Shannon capacity of the main channel and wiretap 

channel) can be written as: 

𝐶𝑆 = max
1≤𝑖≤𝑁𝑆

𝐶𝑖 

                         = max
1≤𝑖≤𝑁𝑆

[𝐶𝑆𝑖𝐷 − 𝐶𝑆𝑖𝐸]
+

 

 

(13) 

where [𝑥]+ = 𝑚𝑎𝑥(𝑥, 0). 

III. SECRECY OUTAGE PROBABILITY ANALYSIS 

The SOP has defined the probability that the instantaneous 

secrecy capacity does not exceed the target secrecy rate, 𝑅𝑆 ≥
0, which can be written as follows [16]: 

𝑃𝑜𝑢𝑡 = 𝑃𝑟(𝐶𝑆 ≤ 𝑅𝑆)  

        = 𝑃𝑟 ( max
1≤𝑖≤𝑁𝑆

[𝐶𝑆𝑖𝐷 − 𝐶𝑆𝑖𝐸]
+
≤ 𝑅𝑆)  

         =∏𝑃𝑟(𝐶𝑆𝑖𝐷 − 𝐶𝑆𝑖𝐸 ≤ 𝑅𝑆)

𝑁𝑆

𝑖=1

  

         = (𝑃𝑜𝑢𝑡
𝑂𝐴𝑆)𝑁𝑆 (14) 

where 𝑃𝑜𝑢𝑡
𝑂𝐴𝑆 = 𝑃𝑟(𝐶𝑆𝑖𝐷 − 𝐶𝑆𝑖𝐸 ≤ 𝑅𝑆) demonstrates the security 

performance with a single antenna at S while D and E are 

equipped with 𝑁𝐷 ≥ 1 and 𝑁𝐸 ≥ 1 antennas, respectively [14]. 

Making use of (5), (8), and (10), one can obtain 𝑃𝑜𝑢𝑡
𝑂𝐴𝑆 which can 

be written as follows: 

𝑃𝑜𝑢𝑡
𝑂𝐴𝑆 = 𝑃𝑟(𝐶𝑆𝑖𝐷 − 𝐶𝑆𝑖𝐸 ≤ 𝑅𝑆) 

         = 𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
(𝜃−1)𝜎2

𝑃𝑆
, 𝑃𝑆 = 𝑃𝑚𝑎𝑥) 

         +𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
(𝜃−1)𝜎2

𝑃𝑆
, 𝑃𝑆 =

𝑃𝐼

𝑌𝑅
 ) 

         = 𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
(𝜃−1)𝜎2

𝑃𝑚𝑎𝑥
, 𝑌𝑅 ≤

𝑃𝐼

𝑃𝑚𝑎𝑥
)

⏟                        
𝐼1

 

         +𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
(𝜃−1)𝜎2

𝑃𝐼
𝑌𝑅 , 𝑌𝑅 >

𝑃𝐼

𝑃𝑚𝑎𝑥
)

⏟                          
𝐼2

 

 

 

 

 

 

 

 

 

(15) 

where 𝜃 = 𝑒𝑥𝑝(𝑅𝑆). 
Substituting (4) into (15), 𝐼1 can be expressed as: 

𝐼1 =  𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
𝜍

𝑌𝑆
, 𝑌𝑅 ≤

𝜉

𝑌𝑆
) 

= ∫ 𝑓𝑌𝑆(𝑥)𝐹𝑌𝑅 (
𝜉

𝑥
)𝐻1(𝑥)𝑑𝑥

∞

0

 

 

 

(16) 

where 𝜍 =
(𝜃−1)(1−𝛽)𝜎2

𝜂𝛽𝑃𝑡
, 𝜉 =

𝑃𝐼(1−𝛽)

𝜂𝛽𝑃𝑡
, and 𝐻1(𝑥) =

∫ 𝐹𝑌𝑆𝑖𝐷
(𝜃𝑦 +

𝜍

𝑥
) 𝑓𝑌𝑆𝑖𝐸

(𝑦)𝑑𝑦.
∞

0
 

Substituting (9) and (11) into 𝐻1(𝑥), then using (8.352.7) and 

(3.326.2) in [15], one achieves: 

𝐻1(𝑥) = ∫ 𝐹𝑌𝑆𝑖𝐷
(𝜃𝑦 +

𝜍

𝑥
) 𝑓𝑌𝑆𝑖𝐸

(𝑦)𝑑𝑦
∞

0

 

    = 1 − 𝜌𝐸𝑒𝑥𝑝 (−
𝜆𝐷𝜍

𝑥
) ∑ ∑

𝜆𝐷
𝑘𝜃𝑙

𝑘!

𝑘

𝑙=0

𝑇𝐷−1

𝑘=0

(
𝑘

𝑙
) 

 

           × (
𝜍

𝑥
)
𝑘−𝑙

∫ 𝑦𝑇𝐸+𝑙−1𝑒𝑥𝑝(−(𝜆𝐸

∞

0

+ 𝜆𝐷𝜃)𝑦)𝑑𝑦            

= 1 −∑𝐸𝑘,𝑙
𝑘,𝑙

𝑒𝑥𝑝 (−
𝜆𝐷𝜍

𝑥
) (
𝜍

𝑥
)
𝑘−𝑙

 

 

 

(17) 

where ∑ 𝐸𝑘,𝑙𝑘,𝑙 = ∑ ∑ (𝑘
𝑙
)
𝜌𝐸𝜆𝐷

𝑘𝜃𝑙Γ(𝑇𝐸+𝑙)

𝑘!(𝜆𝐸+𝜆𝐷𝜃)
𝑇𝐸+𝑙

𝑘
𝑙=0

𝑇𝐷−1
𝑘=0 , (𝑘

𝑙
) =

𝑘!

𝑙!(𝑘−𝑙)!
 

By substituting (2), (7), and (17) into (16), then using 

(8.352.7) and (3.471.9) in [15], one achieves: 

𝐼1 = 1 + ∑ ∑
2𝜌𝑆(𝜆𝑅𝜉)

𝑡𝜍𝑘−𝑙𝐸𝑘,𝑙
𝑡!

𝑘,𝑙

(
𝜆𝐷𝜍 + 𝜆𝑅𝜉

𝜆𝑆
)

𝑇𝑆+𝑙−𝑘−𝑡
2

𝑚𝑅−1

𝑡=0

 

    × 𝛫𝑇𝑆+𝑙−𝑘−𝑡(2√𝜆𝑆(𝜆𝐷𝜍 + 𝜆𝑅𝜉)) 

    − ∑
2𝜌𝑆(𝜆𝑅𝜉)

𝑡

𝑡!

𝑚𝑅−1

𝑡=0

(
𝜆𝑅𝜉

𝜆𝑆
)

𝑇𝑆−𝑡
2

𝛫𝑇𝑆−𝑡(2√𝜆𝑆𝜆𝑅𝜉) 

   −∑2𝜌𝑆𝜍
𝑘−𝑙𝐸𝑘,𝑙

𝑘,𝑙

(
𝜆𝐷𝜍

𝜆𝑆
)

𝑇𝑆+𝑙−𝑘
2

𝛫𝑇𝑆+𝑙−𝑘(2√𝜆𝑆𝜆𝐷𝜍) 

 

(18) 

where 𝛫𝑣(𝑥) is the modified Bessel function of order 𝑣 as 

defined by (8.407.1) in [15]. 

By substituting (4) into (15), 𝐼2 can be written as: 

𝐼2 = 𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
(𝜃 − 1)𝜎2

𝑃𝐼
𝑌𝑅 , 𝑌𝑅 >

𝑃𝐼
𝑃𝑚𝑎𝑥

)    

     = 𝑃𝑟 (𝑌𝑆𝑖𝐷 ≤ 𝜃𝑌𝑆𝑖𝐸 +
(𝜃 − 1)𝜎2

𝑃𝐼
𝑌𝑅 , 𝑌𝑆 >

𝜉

𝑌𝑅
) 

     = ∫ 𝑓𝑌𝑅(𝑥) (1 − 𝐹𝑌𝑆 (
𝜉

𝑥
))𝐻2(𝑥)𝑑𝑥

∞

0

 
 

(19) 

where 𝐻2(𝑥) = ∫ 𝐹𝑌𝑆𝑖𝐷
(𝜃𝑦 + 𝜔𝑥)𝑓𝑌𝑆𝑖𝐸

(𝑦)𝑑𝑦
∞

0
 and 𝜔 =

(𝜃−1)𝜎2

𝑃𝐼
.  

By substituting (9) and (11) into 𝐻2(𝑥), then using (8.352.7) 

and (3.326.2) of [15], one achieves: 

𝐻2(𝑥) = ∫ 𝐹𝑌𝑆𝑖𝐷
(𝜃𝑦 + 𝜔𝑥)𝑓𝑌𝑆𝑖𝐸

(𝑦)𝑑𝑦
∞

0

 

                  = 1 −∑𝐸𝑘,𝑙
𝑘,𝑙

𝑒𝑥𝑝(−𝜆𝐷𝜔𝑥)(𝜔𝑥)
𝑘−𝑙  

 

 

(20) 

Now, by substituting (3), (6), and (20) into (19), then using 

(8.352.7) and (3.471.9) in [15], one achieves: 

𝐼2 = ∑
2𝜆𝑅

𝑚𝑅(𝜆𝑆𝜉)
𝑡

𝛤(𝑚𝑅)𝑡!

𝑇𝑆−1

𝑡=0

(
𝜆𝑆𝜉

𝜆𝑅
)

𝑚𝑅−𝑡
2

× 𝛫𝑚𝑅−𝑡(2√𝜆𝑅𝜆𝑆𝜉) 

      − ∑ ∑
2𝐸𝑘,𝑙𝜆𝑅

𝑚𝑅(𝜆𝑆𝜉)
𝑡𝜔𝑘−𝑙

𝛤(𝑚𝑅)𝑡!
(

𝜆𝑆𝜉

𝜆𝑅 + 𝜆𝐷𝜔
)

𝑘+𝑚𝑅−𝑡−𝑙
2

𝑘,𝑙

𝑇𝑆−1

𝑡=0

 

       × 𝛫𝑘+𝑚𝑅−𝑡−𝑙 (2√(𝜆𝑅 + 𝜆𝐷𝜔)𝜆𝑆𝜉) 
(27) 

where 𝛫𝑣(𝑥) is the modified Bessel function of order 𝑣 and 

defined by (8.407.1) in [15]. 

Then, 𝑃𝑜𝑢𝑡
𝑂𝐴𝑆 can be obtained by substituting (18) and (21) into 

(15). Finally, we obtain the exact security outage performance 

with the OAS scheme by replacing (15) into (14) . 
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IV. NUMERICAL RESULTS 

Numerical results are given to verify the exact closed-form 

expressions for the cognitive MIMO system that appears in 

Figure 1. Here, the following parameters and considered the EH 

efficiency is 𝜂 = 0.8, the variance of AWGN is 𝜎2 = 1, and 

the  𝑅𝑆 is measured by unit nat/s/Hz. For simplicity, assume 

𝑚𝑆 = 𝑚𝑅 = 𝑚𝐷 = 𝑚𝐸 = 𝑚. Figure 2 and 3 show the SOP 

against 𝑃𝐼  when 𝑁𝑆, 𝑃𝑡 , and 𝑁𝐸  are varying respectively. Here, 

the shape parameter 𝑚 = 2. In particular, the security 

performance is improved by increasing 𝑃𝐼 , up to a certain point 

after which no more improvement appears. Accordingly, when 

𝑃𝐼  is large, the transmit power at S reaches its maximum power, 

𝑃𝑚𝑎𝑥 , therefore, since the proposed system is located in a non-

cognitive model. The total interference from the secondary 

transmitter is ignored. 

Next, one can notice that the security performance is 

enhanced by increasing the number of the antennas at the 

source, 𝑁𝑆, (i.e., more diversity gain is achieved at the source). 

Moreover, when increasing the value of the transmit power at 

the source, 𝑃𝑡, or by decreasing the number of the antennas at 

the eavesdropper, 𝑁𝐸, (i.e., This signifies less diversity gain at 

E). 

 
Figure  2: SOP versus 𝑃𝐼  with Ω𝑆 = Ω𝐸 = 1 dB, Ω𝑅 = Ω𝐷 =
10 dB, 𝑁𝐷 = 𝑁𝐸 = 4, 𝑅𝑆 = 1, 𝛽 = 0.5 and 𝑚 = 2. 

 

 
Figure 3: SOP versus 𝑃𝐼  with 𝑃𝑡 = −10 dBW, 𝛺𝑆 = 𝛺𝐸 = 1 

dB, 𝛺𝑅 = 𝛺𝐷 = 10 dB, 𝑁𝐷 = 4, 𝑁𝑆 = 3, 𝑅𝑆 = 1, 𝛽 =  0.5 

and 𝑚 = 2. 
 

The SOP versus 𝑃𝑡 when 𝑁𝑆 and Ω𝑆 are varying is 

demonstrated in Figure 4. This figure showed that one can 

enhance the security performance by increasing 𝑃𝑡 or Ω𝑆. In 

particular, higher Ω𝑆 signifies better main channel quality 

which is used to collect the energy signal from PT and a higher 

transmit power, 𝑃𝑡, at the primary transmitter (i.e., higher 

transmit power at the primary transmitter this leads to 

maximum harvested energy at the source). Finally, the SOP can 

be improved by increasing 𝑁𝑆 that enhance the EH ability of S 

and improves the chance of choosing an antenna to transmit 

information from source to destination. 

Moreover, one can observe that when 𝛺𝑆 = 5 dB for 

different values of 𝑁𝑆, the security performance is enhanced by 

increasing the transmit power at the source to a certain point 

(i.e., 𝑃𝑡 = 0 dBW) the SOP remains constant. This means that 

increasing the transmit power of the source cannot enhance the 

SOP in an unlimited manner. i.e., when 𝑁𝑆 = 2 and 𝑃𝑡 = −5 

dBW one can improve the SOP by increasing 𝛺𝑆. However, one 

can observe that at Ω𝑆 = −5 dB, when increasing 𝑃𝑡 will affect 

the performance of the system  to a certain point is 10 dBW. 

When Ω𝑆 = 5 dB, increasing 𝑃𝑡 will affect the overall 

performance of the system  to a certain level of the 𝑃𝑡 (i.e., 𝑃𝑡 =
0 dBW). 

 

 

 
Figure 4: SOP versus 𝑃𝑡 with 𝑅𝑆 = 1, Ω𝐷 = 6 dB, Ω𝑅 =
Ω𝐸 = 1 dB, 𝑁𝐷 = 𝑁𝐸 = 4, 𝛽 = 0.5, 𝑚 = 2 and 𝑃𝐼 = 10 

dBW. 

  

Figure 5 shows the security performance against 𝛺𝐷 for 

different values of 𝑁𝐷 and 𝑚. Here, one can enhance the  

security performance significantly by increasing 𝛺𝐷, 𝑁𝐷 and 𝑚. 

In particular, 𝛺𝐷 indicates the average SNR of the main channel 

and reducing the parameter m means that the channel fading is 

robust and can improve the MRC diversity gain at D by 

increasing 𝑁𝐷. Finally, one can notice that the security 

performance can be enhanced for lower values of the 

parameters m and small 𝛺𝐷 region. 
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Figure 5: SOP versus 𝛺𝐷  with 𝛺𝑆 = 𝛺𝑅 = 𝛺𝐸 = 1 dB, 𝑃𝑡 =
𝑃𝐼 = 1 W, 𝑅𝑆 = 1, 𝑁𝑆 = 2, 𝑁𝐸 = 4 and 𝛽 = 0.5. 

 

Figure 6 shows the security performance against 𝛽 with a 

different value of 𝑁𝑆. The security performance can be 

improved by increasing the value of 𝛽. This means more energy 

can be harvested by the secondary transmitter. Moreover, the 

value of 1 − 𝛽 will decrease, then smaller time slot will be 

allocated for the information transmission phase. 

Accordingly,  it is hard to determine the exact value of 𝛽 to 

achieves the lowest SOP, where the proper value of 𝛽  plays an 

important role in dividing the time between the harvested 

energy in the first phase and the information transmission in the 

second phase. In particular, by increasing the value of 𝛽, the 

reliability of the cognitive systems will decrease as the system 

needs more time to harvest energy. Here, one can notice a floor 

in the higher region, similar to the one shown in Figure 2. i.e., 

increasing the power at S will not enhance the secrecy 

performance in an unlimited manner. From the figure, one can 

notice that by increasing the number of the antennas at the 

source will effectively improve the SOP. e.g., for 𝛽 = 0.5, the 

secrecy outage performance for 𝑁𝑆 = 7 is smaller than that for 

𝑁𝑆 = 3  and  𝑁𝑆 = 5. 

 

 
Figure 6: SOP versus 𝛽 with 𝛺𝐷 = 6 dB, 𝛺𝑆 = 𝛺𝑅 = 𝛺𝐸 = 1 

dB, 𝑁𝐷 = 𝑁𝐸 = 4, 𝑅𝑆 = 1, 𝑃𝑡 = 0 dBW, 𝑚 = 2 and 𝑃𝐼 = 10 

dBW. 

V. CONCLUSION 

In this paper, we realize the physical layer secrecy outage 

performance of MIMO secondary nodes operates in the 

underlay spectrum for the CRN system consisting  of a single 

antenna primary node. Exact closed-form expressions for 

security performance with  OAS and EH schemes are derived 

over Nakagami-m fading channels. The numerical results show 

that when the number of the antenna at the source and/or the 

destination increases, the secrecy outage performance of the 

system can be improved. In our future works will add relay 

between the secondary nodes to enhance security performance 

and increase the coverage area. 
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